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Abstract

Digital platforms face an intractable dilemma: centralized moderation produces both over-
censorship and under-regulation, while purely community-based approaches enable echo cham-
bers and coordinated manipulation. We propose and computationally validate Recursive Poly-
centric Moderation (RPM), a distributed governance architecture based on double-majority
consensus across structurally independent communities with institutional recursivity.

Through agent-based simulations on scale-free networks (400-10,000 users), we demonstrate
three key properties: (1) scale-invariance: exposure rates remain constant at 2-3% of network
size across 25-fold scaling; (2) manipulation resistance: 30% strategic agents (brigading) increase
moderation rates by only 4.5%; (3) systematic recursivity: 100% of moderated content reaches
maximum institutional appeal depth.

Parametric analysis reveals linear responses to threshold adjustments and polarization, while
maintaining robustness to virality changes. These findings establish RPM as a viable alterna-
tive to centralized and purely decentralized moderation, with direct implications for platform
governance design.

Keywords: distributed governance, content moderation, scale-free networks, agent-based mod-
eling, platform design

1 Introduction

Digital platforms govern speech for billions of users, yet moderation remains structurally broken.
Centralized systems (e.g., Facebook, YouTube) produce inconsistent enforcement, lack contextual
nuance, and concentrate power in opaque corporate structures [1]. Conversely, purely decentral-
ized approaches (e.g., Mastodon instances) enable echo chambers, brigading, and cross-community
harassment without recourse [2].

This dilemma reflects a deeper governance challenge: how to balance local normative auton-
omy with protection against trans-community harms. Traditional solutions rely on either hierarchy
(centralized authority) or isolation (independent communities), neither of which resolves the fun-
damental tension between context and coordination.
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1.1 The Governance Trilemma

Platform moderation faces three irreconcilable demands under conventional architectures:

1. Contextual judgment: Content acceptability depends on community norms, topic domain,
and interpretive context.

2. Manipulation resistance: Coordinated actors (brigading, sock-puppets) can game purely
local or purely global systems.

3. Procedural legitimacy: Users must perceive moderation as fair, transparent, and non-
arbitrary.

Centralized moderation sacrifices (1) for (2), while decentralized approaches sacrifice (2) for (1).
Neither achieves (3) reliably.

1.2 Recursive Polycentric Governance

We propose Recursive Polycentric Moderation (RPM), grounded in the theoretical framework of
Recursive Polycentric Governance [3]. RPM distributes moderation across three structural layers:

e Localities: Communities with shared norms and recurring interaction
e Neighbors: Communities with member overlap and contextual proximity

e Distants: Communities without correlation, providing structural independence

Content is moderated only when majorities in both neighbor and distant communities judge
it unacceptable—a double-majority rule. If moderated, content is recursively appealed to broader
jurisdictions with larger panels, creating institutional gradation.

1.3 Contributions

This paper provides the first comprehensive computational validation of RPM. Our contributions
are:

1. Scale-invariance demonstration: Exposure rates remain proportional (2-3%) across net-
work sizes 400-10,000 users, indicating a fundamental architectural property.

2. Manipulation resistance quantification: Strategic agents (brigading) at 30% density
increase moderation by only 4.5%, showing bounded degradation.

3. Systematic recursivity validation: 100% of moderated content reaches maximum appeal
depth, confirming institutional escalation mechanisms.

4. Parametric sensitivity analysis: Linear responses to thresholds and polarization, robust-
ness to virality changes.

These findings establish RPM as computationally viable and provide quantitative design pa-
rameters for distributed governance systems.



2 Related Work

2.1 Platform Moderation Systems

Existing platform moderation operates on three paradigms:

Centralized human review (Facebook, YouTube) relies on content moderators applying
global policies [4]. This approach scales poorly, produces inconsistent judgments, and concentrates
power without accountability.

Algorithmic detection (automated hate speech, CSAM detection) achieves scale but suffers
from high false-positive rates, contextual blindness, and adversarial evasion [5].

Community moderation (Reddit, Discord) delegates authority to volunteer moderators.
While contextual, this enables power concentration, inconsistent enforcement, and brigading [6].

2.2 Distributed Governance Research

Our work builds on three research traditions:

Polycentric governance [7| demonstrates how overlapping jurisdictions enable collective ac-
tion without centralization. However, Ostrom’s framework lacks formal mechanisms for cross-
jurisdiction coordination.

Liquid democracy [8] allows transitive vote delegation but remains vulnerable to delegation
concentration and lacks structural independence between decision-making bodies.

Community Notes (Twitter/X) [9] uses crowd consensus with contributor diversity require-
ments. RPM extends this by adding recursive appeals and explicit community structure.

2.3 Network Models of Social Dynamics

Agent-based modeling of online communities [10] has explored opinion dynamics, polarization,
and information diffusion. Our work contributes novel mechanisms (double-majority, recursive
escalation) and tests scale-invariance properties not previously examined in governance contexts.

3 Model Description

3.1 Network Architecture

We construct community-structured scale-free networks using a two-stage process: (Figure 77).
Stage 1: Intra-community structure. Each community ¢ € {1,...,C} is generated as
a Barabasi-Albert (BA) graph [11] with N, nodes and attachment parameter m. This produces
power-law degree distributions observed in real social networks.
Stage 2: Inter-community bridges. For each community pair (c;,c¢j), we add B bridge
edges between high-degree nodes using preferential attachment:

P(select node u) o (ky, 4 1)° (1)

where k, is the degree of node u and S controls degree bias. This mimics real platform structures
where hubs connect communities.



3.2 User Sensitivity Distribution

Each user u is assigned a sensitivity threshold s, € [0, 1] representing their personal acceptability
boundary. Sensitivities are drawn from a hierarchical model:

pre ~ N (po,02)  (community mean) (2)
$u ~ N (e, 0?)  (individual variation) (3)

This captures both community normative clustering and individual heterogeneity.

3.3 Content Extremity and Diffusion
Content extremity e € [0, 1] is sampled from a mixture distribution:

. {Beta(G, 2)  with probability pex @

Beta(2,7) with probability 1 — pext

This models predominantly mild content with an extreme tail, consistent with observed platform
distributions.

Content diffuses through a cascade process over T steps. At each step, exposed users reshare
to neighbors with probability:

P(reshare) = ppase - (0.2 + 0.8 - min (1, nmx(%,?—e))) “Tq (5)

where ppase 1S base reshare probability, the middle term captures acceptability, and r, is author
reputation (reduced after moderation).

3.4 Double-Majority Voting

Upon flagging, content enters distributed adjudication. The origin community coig defines:
e Neighbors N: K communities with highest cross-edge density to coig
e Distants D: Remaining communities

From each group, V' voters are sampled (preferring exposed users). Each voter u votes unac-
ceptable if e > s,. Content is moderated if:

# unacceptable in N # unacceptable in D
A7 =7) D] =7

where 7 is the decision threshold (typically 0.5).

(6)

3.5 Recursive Appeals

If moderated, content is appealed to depth d + 1 with modifications:
e Jurisdiction broadening: Increase K (neighbor count), eventually global review
e Panel enlargement: Increase V' (voter count) by 25-75 per depth
¢ Extremity attenuation: Reduce e by 3-18% (modeling reformulation)

Appeals continue until either acquitted or maximum depth Dy,.y reached.



3.6 State Dynamics

Two state variables adapt over time:
Author reputation r, € [0.4,1.0] decreases after moderation:

rq < max(0.4, 74 — dmod) (7)

and slowly recovers otherwise. This models shadow-banning effects.
Community thresholds 7. adapt via exponential moving average of moderation rate p.:

Te < Chp (TC — Oé(Ttarget - pc)7 Tmin» TmaX) (8)

creating feedback toward target moderation rates.

3.7 Strategic Agents

A fraction fs of users are strategic agents who:
e Vote acceptable for all content from their own community (protection)

e Vote unacceptable for high-extremity content (e > 0.6) from other communities with 80%
probability (brigading)

e Otherwise vote honestly

This models coordinated manipulation without sophisticated strategies like Sybil attacks or
vote trading.
4 Experimental Design

4.1 Baseline Configuration

Default parameters (Table 1) were chosen to balance realism and computational tractability:

Table 1: Baseline model parameters

Category Parameter Value
Network Communities (C') 8
Users per community (V.) 50
BA attachment (m) 3
Inter-community bridges (B) 3
Diffusion =~ Max cascade steps (T") 3
Base reshare prob (ppase) 0.12
Voting Base voters (V) 50
Neighbor communities (K) 3
Decision threshold (7) 0.50
Max appeal depth (Dpax) 3

Content Extreme mix probability (pext) 0.15




4.2 Experimental Conditions
We conducted five experiments:
1. Threshold sensitivity: Vary 7 € {0.40,0.50,0.60}
2. Virality sensitivity: Vary (m, ppase, 1) € {(3,0.12,3), (5,0.20,4),(7,0.30,5)}
3. Polarization sensitivity: Vary pex € {0.15,0.25,0.35}
4. Strategic agents: Vary fs € {0,0.10,0.20,0.30}

5. Large-scale validation: Scale to C' = 20, N, = 500 (10,000 total users)

Each condition ran 500-2,000 simulations with different random seeds.

4.3 Metrics

Primary outcomes:
e Moderation rate: Fraction of posts moderated
e Exposure size: Mean number of users exposed per post

e Vote shares: Mean unacceptable vote fractions in neighbor/distant groups

Appeal depth: Distribution of recursion depths

Vote gap: |neighbor vote — distant vote|

5 Results

5.1 Baseline Performance

Under baseline parameters (400 users, 8 communities), the system achieves:
e Moderation rate: 8.9%
e Mean exposure: 10.8 users (2.7% of network)
e Neighbor/distant vote convergence: 16.8% vs 18.9% (2.1% gap)
e Mean appeal depth: 0.46 overall, 3.0 for moderated posts

Critically, moderation exhibits a sharp extremity threshold (Table 2; Figure 1): content with
e < 0.6 is never moderated, while e > 0.8 is moderated 97% of the time.



Table 2: Moderation rate by content extremity (baseline)

Extremity Bin Count Moderation Rate

0.0,0.2) 832 0.0%
0.2,0.4) 696 0.0%
0.4,0.6) 192 0.0%
0.6,0.8) 136 27.9%
[0.8,1.0] 144 97.2%

Figure 7: Sharp Moderation Threshold at e=0.6
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Figure 1: Moderation rate as a function of content extremity e (baseline). A sharp transition
occurs near e ~ 0.6: content below this threshold is never moderated, while highly extreme content
is moderated with near certainty.

5.2 Threshold Sensitivity

Moderation rate responds linearly to threshold adjustments (Figure 77):

Table 3: Threshold sensitivity results

Threshold Mod Rate Exposure Depth
0.40 (strict) 11.30% 10.2 0.55
0.50 (baseline) 9.50% 10.9 0.47
0.60 (permissive) 5.90% 10.7 0.37




Figure 2: Threshold Sensitivity Analysis
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Figure 2: Threshold sensitivity analysis. (A) Moderation rate decreases approximately linearly
as the decision threshold increases. (B) Mean exposure remains stable, indicating the threshold
primarily tunes sensitivity rather than system-wide propagation.

A 10% threshold decrease increases moderation by ~20%, while 10% increase decreases it by
~38%. Exposure and appeal depth remain stable, confirming threshold acts as a sensitivity control
without structural side effects.

5.3 Virality Robustness

Dramatically, increasing virality 5-fold (exposure 10.9 — 58.2 users) changes moderation rate by
only 17% (9.5% — 7.9%; Table 4).

Table 4: Virality sensitivity results

Virality Mod Rate Exposure N Vote D Vote
Low (baseline) 9.50% 10.9 17.46%  19.64%
Medium 8.10% 26.0 16.96%  19.44%
High 7.90% 58.2 17.41%  19.81%

Neighbor and distant vote shares remain remarkably stable (~17-19%), indicating the double-
majority mechanism filters effectively independent of cascade dynamics. This suggests scale-
invariance: the architecture maintains proportional exposure across network sizes.

5.4 Polarization Response

Moderation rate increases linearly with polarization (Figure ?7):

Doubling extreme content (15% — 35%) approximately doubles moderation (9.5% — 18.8%),
with coefficient ~0.5-0.6. This predictable response enables platforms to estimate moderation load
based on content environment.

5.5 Strategic Agent Resistance
The system exhibits bounded degradation under brigading (Table 6):



Table 5: Polarization sensitivity results

Polarization Mod Rate Mean ¢ Extreme %
Low (15%) 9.50% 0.312 14.0%
Medium (25%) 13.00% 0.357 21.8%
High (35%) 18.80% 0.407 29.3%

Table 6: Strategic agent resistance results

Strategic % Mod Rate N Vote D Vote Vote Gap
0% (baseline) 8.50% 17.30%  19.66% 2.36%
10% 7.62% 16.61%  19.00% 2.39%
20% 8.88% 17.22%  19.01% 1.79%
30% 8.88% 17.17%  18.85% 1.68%

Figure 4: Manipulation Resistance
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Figure 3: Manipulation resistance under increasing fractions of strategic agents.
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(A) Modera-

tion rate degradation remains bounded. (B) Neighbor/distant vote-gap stays well below the alert
threshold, indicating maintained consensus convergence.

Even with 30% strategic agents (a high manipulation density), moderation rate changes by only
4.5% (8.5% — 8.88%). Counterintuitively, vote gap decreases, as strategic coordination homoge-
nizes voting patterns. This demonstrates partial manipulation resistance: the double-majority
requirement makes unilateral brigading insufficient.

5.6 Large-Scale Validation

Scaling to 10,000 users (Table 7) confirms scale-invariance:



Table 7: Small vs. large-scale comparison

Scale Users Exposure % Exposed Mod Rate Vote Gap

Small 400 10.9 2.7% 9.5% 2.1%
Large 10,000 230.2 2.3% 5.4% 4.0%

Figure 3: Scale-Invariance Property
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Figure 4: Scale-invariance property across network sizes. (A) Mean exposure scales near-linearly
with N. (B) Exposure rate remains approximately constant at ~2-3% of the network.

Figure 6: Consensus Convergence Across Scales
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Figure 5: Consensus convergence across scales. Neighbor and distant vote shares remain close at
both small and large scales, and the vote-gap remains below the alert threshold.

Exposure scales near-linearly (21x increase for 25x users), maintaining ~2-3% network pene-
tration. Moderation rate decreases moderately (9.5% — 5.4%), likely due to 15% strategic agents
in the large-scale condition. Vote convergence remains robust (4% gap acceptable).

Remarkably, simulation time scaled sub-linearly: 10,000-user network with 500 posts completed
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in 4.5 seconds, indicating computational tractability for real-world deployment.

5.7 Systematic Recursivity

Figure 5: Systematic Recursive Escalation
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Figure 6: Appeal depth distribution. While most posts remain at depth 0, all moderated content

reaches the maximum appeal depth (Dp.x = 3), confirming systematic recursive escalation prior
to final moderation.

Across all conditions, 100% of moderated posts reached maximum appeal depth (Dyax = 3). This
confirms the recursive escalation mechanism operates systematically: no content is moderated at
initial review without full institutional appeals process.

6 Discussion

6.1 Scale-Invariance as Architectural Property

The finding that exposure remains proportional to network size (2-3%) across 25-fold scaling sug-
gests RPM possesses scale-free governance properties. Unlike centralized systems where message
reach grows uncontrollably or decentralized systems where reach remains hyper-local, RPM main-
tains a bounded yet network-proportional diffusion.

This emerges from the interaction between:

e BA network topology (scale-free degree distribution)

e Reshare probability dependent on acceptability

11



e Author reputation penalties reducing reach after moderation

Mathematically, this suggests exposure E follows:
ExN% axl1 9)

where N is network size. Formal proof remains future work, but empirical evidence strongly
supports near-linear scaling.

6.2 Manipulation Resistance Mechanisms

The bounded degradation under 30% strategic agents arises from three mechanisms:
Double-majority requirement: Brigading one dimension (neighbors or distants) is insuffi-
cient. Strategic agents must coordinate across structurally independent communities.
Jurisdiction broadening: Recursive appeals expand voter pools, diluting manipulator influ-
ence. At depth 3, voters are drawn globally, making coordination extremely costly.
Exposure-based sampling: Voters are preferentially sampled from exposed users. Strategic
agents must first achieve visibility, then coordinate voting—a compound difficulty.
However, our model tests only simple brigading. Sophisticated attacks (Sybil identities, vote
trading, multi-level coordination) remain untested and could degrade performance further.

6.3 Comparison with Existing Systems

Community Notes (Twitter/X) [9] achieves ~5-8% helpful note rate, comparable to RPM’s
8.9% moderation rate. However, Community Notes lacks recursive appeals and explicit community
structure, relying instead on contributor diversity scores. RPM'’s recursive mechanism provides
procedural legitimacy that Community Notes currently lacks.

Reddit moderation is hierarchical (moderators — admins) but centralized within subreddits.
RPM distributes authority across peer communities while maintaining appeal paths, avoiding single
points of failure.

Mastodon instances are fully independent, preventing cross-instance coordination against ha-
rassment. RPM bridges this gap by enabling distributed consensus without hierarchy.

6.4 Limitations and Future Work
6.4.1 Model Limitations

Simplified manipulation: Our strategic agents use basic brigading. Real attackers employ Sybil
attacks (fake account creation), vote trading, and adaptive strategies. Future work should model:

e Sybil resistance via identity verification costs
e Vote trading equilibria (game-theoretic analysis)
e Adversarial learning (attackers adapting to system responses)

Static topology: Communities remain fixed. Real platforms exhibit dynamic community
formation, migration, and dissolution. Extensions should model:

e Community lifecycle (creation, growth, fragmentation)

e User migration between communities
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e Adaptive jurisdiction definitions (neighbors change over time)

Stylized content distribution: Our Beta mixture approximates observed distributions but
lacks calibration to real platform data. Future work should:

e Fit distributions to Reddit/Twitter moderation logs
e Model topic-specific extremity (political vs. hobby content differs)

e Include temporal dynamics (breaking news spikes)

6.4.2 Validation Requirements

Field experiments: RPM requires real-world testing. Candidate platforms include:
e Mastodon (federated structure aligns with RPM)
e Bluesky (protocol-level governance design ongoing)
e Lemmy (Reddit alternative with community federation)
Pilot deployments should measure:
e User perception of fairness (survey instruments)
e Moderator workload (time per decision)
e Attack resilience (measure manipulation attempts)
e Scalability (latency, throughput as network grows)
Ethical considerations: RPM enables distributed censorship, raising concerns:
e Could majorities silence marginalized voices?
e How to handle cross-cultural norm conflicts?
e What content (e.g., CSAM, terrorism) requires centralized override?

These require multidisciplinary analysis combining computational social science, ethics, and
law.

6.5 Design Implications

For practitioners implementing RPM-like systems, our findings suggest:

Threshold tuning: Use 7 € [0.45,0.55] for balanced moderation (8-12%). Lower thresh-
olds increase moderation linearly (useful in toxic environments); higher thresholds prioritize free
expression.

Virality management: Focus on quality (sensitivity-based reshare probability) over quantity
(exposure caps). The double-majority filter maintains robustness even at high virality.

Polarization monitoring: Expect moderation load to scale linearly with extreme content
fraction. In highly polarized environments (30-40% extreme content), provision for 15-25% mod-
eration rates.
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Appeal depth: Maximum depth D,x = 3 provides sufficient institutional escalation. Deeper
recursion adds latency without improving outcomes (all moderated posts already reach Dy in
our simulations).

Strategic resistance: Maintain neighbor/distant independence through algorithmic commu-
nity detection and periodic re-sampling. Monitor vote gap; increases beyond 5-10% may indicate
manipulation.

7 Conclusion

We have demonstrated that Recursive Polycentric Moderation (RPM) achieves three critical prop-
erties simultaneously: scale-invariance (proportional exposure across network sizes), manipulation
resistance (bounded degradation under 30% brigading), and systematic recursivity (full institu-
tional appeals for moderated content). These findings establish RPM as a computationally viable
alternative to centralized and purely decentralized moderation.

The scale-invariance result is particularly significant: by maintaining ~2-3% exposure rates
across 400-10,000 users, RPM suggests an architectural principle for distributed systems that nei-
ther virally overwhelm nor informationally isolate communities. This property, combined with
the double-majority mechanism’s robustness to virality changes, positions RPM as a candidate
framework for next-generation platform governance.

Future work must address sophisticated manipulation strategies, dynamic community struc-
tures, and real-world validation. However, the computational evidence presented here provides a
strong foundation for RPM’s theoretical viability and practical potential.
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